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Safety Rules for Using the Internet
He who owns the information, owns the world 
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The Internet
         The Web was invented by English scientist Tim Berners-Lee in 1989. By 1996 usage of the word "Internet" had become commonplace, and consequently, so had its misuse as a reference to the World Wide Web.
          The Net is as interesting and exciting as the people, organizations, companies, governments are connected to it. The Internet enables you to do a lot of things simultaneously. E-mail is a great invention. It’s faster than sending a letter and cheaper than sending a telegram.

         It’s known that the Internet, a global computer network which embraces millions of users all over the world, began in the United States in 1969 as a mil​itary experiment. It was designed to survive a nuclear war. Information sent over the Internet takes the shortest path available from one com​puter to another. Because of this, any two computers on the Internet will be able to stay in touch with each other as long as there is a single route between them. This technology is called packet swithing. Owing to this technology, if some computers on the network are knocked out (by a nuclear explosion, for example), information will just route around them.
          The most popular Internet service is e-mail. Most of the people, who have access to the Internet, use the network only for sending and receiving e-mail messages. However, other popular services are avail​able on the Internet: reading USENET News, using the World-Wide Web, telnet, FTP, and Gopher.

             In many developing countries the Internet may provide business​men with a reliable alternative to the expensive and unreliable telecom​munications systems of these countries. Commercial users can com​municate cheaply over the Internet with the rest of the world. When they send e-mail messages, they only have to pay for phone calls to their local service providers, not for calls across their countries or around the world. But who actually pays for sending e-mail messages over the Internet long distances, around the world? The answer is very simple: users pay their service provider a monthly or hourly fee.
However, some problems remain. The most important is security. When you send an e-mail message to somebody, this message can travel through many different networks and computers. The data is constantly being directed towards its destination by special comput​ers called routers. However, because of this, it is possible to get into any of the computers along the route, intercept and even change the data being sent over the Internet. In spite of the fact that there are many good encoding programs available, nearly all the information being sent over the Internet is transmitted without any form of encod​ing, i.e. "in the clear". But when it becomes necessary to send impor​tant information over the network, these encoding programs may be useful. Some American banks and companies even conduct transac​tions over the Internet. However, there are still both commercial and technical problems which will take time to be resolved.
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INTERNET SAFETY

Some useful tips for children to follow while using the Internet 

DON'T CHAT WITH STRANGERS!

Your parents are RIGHT when they say "DON'T TALK TO STRANGERS". As far as possible NEVER talk with strangers in chat rooms. You really don't know who the person is that you are chatting with. Because you can't see or even hear the person it would be very easy for someone to mislead you. 
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ASK YOUR PARENTS AND SURF

Only surf where your parents have given you permission. There's a reason why they restrict your surfing area and you should listen to them.

If a website looks suspicious or has a warning page about you being underage, leave immediately. Some sites are not meant for kids. Do not go exploring. If you come across a site that you aren't sure about ask, your parents. Don't download any applications from the Internet that are from questionable sites. Some sites have viruses which come free with the downloads! So be very careful with downloads. Better be safe than sorry.

PASSWORDS

Passwords are a secret so don't give out your passwords to anyone. Do not fill any online forms without asking your parents. Never put your email password on any website while registering.
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EMAIL SAFETY

Never open up any email or attachments that you receive from people you don't know. Ask your parents to look at it first. Sometimes emails may contain viruses which could harm your com​puter. Ask your parents to install the latest anti-virus programmes.
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KEEP A WATCH

Never reply to emails from strangers. If you have got an email attachment even from a known person, do a virus scan before opening. 
CHILD-SAFE BROWSERS

Ask your parents to install child-safe browsers meant for children. These browsers are colorful and fun. These browsers help & guide you to visit good and safe sites and automatically protect you from the bad ones.

SET YOUR TIME

Don't spend all your time online. Set a time limit on your computer use. Keep your parents informed about sites you visit.
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Guidelines for Parents
DISCOURAGE CHATTING WITH STRANGERS

Unfortunately Chat rooms are what kids enjoy most. They are also often the most dangerous places online especially for children.

Discourage your child from talking to strangers. There have been several unfortunate cases of harassment by strangers in many countries.

PARENTAL CONTROL TOOLS

[image: image6.wmf]As a parents, you could install parental control software and pro​grammes your computer which can help block access to adult sites, block usage after a particular time and can log surfing activ​ities (allowing parents to see which sites a child has visited).

SAFETY HABITS

Educate your children not to open up any email or attached files or web pages that you receive from people you don't know. 
KEEP A WATCH

If possible, route your child's email through your account and share their password. Monitor their surfing habits. Tell them not to fill in any online forms without your consent or give out credit card numbers to friends.
Keep the computer in a central family location, not in the child's room. The computer should be a family activity.
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Most of all set an example to them through your good surfing habits. Children tend to copy their parents.

Should you become aware of the existence of any vulgar or inde​cent materials involving your child or any incidence of harassment, immediately notify your local police station.

We wish you happy and surfing ((( 
Rules for Communication in the ICQ
	1. Write a greeting for each new message.

2. Don’t write anything you wouldn’t say in public.

3. Be very careful with jokes and irony: humour rarely translates well from one culture to another.
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Don’t write anything you wouldn’t be comfortable saying to the person’s face.

5. Use short, simple sentences. 
6. Be positive!                                                      
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Some Tips for Making a Good Presentation
The computer and the Internet are great helpers in making presentations. Here some useful tips: 

· Give yourself enough time to plan, edit and rewrite.

· Give yourself enough time to practice, practice and practice.
· Limit the amount of information you give. A report is a much better place to give a lot of information.

· Check before the presentation that your overhead transparencies, slides or charts are in place.

· Check before the presentation that your overhead transparencies, slides or charts are in the correct order.
The Magic Screen

The Internet has changed our lives in many ways. Many people now spend more time surfing the Net than doing anything else. Researches have estimated that when most students leave school they have spent 11,000 hours in the classroom and 22,000 hours surfing the Internet. But what effects does this have?

The Effects of Internet

	Positive
	Negative

	· You can learn a lot.

· You can get the news very fast.

· It is an enjoyable way to relax.

· It has increased the popularity of sports and art

· It has made us aware of our global responsibilities.

· It entertains us. It is an enjoyable way to relax. For millions of people around the world, the Net is a source of companionship and helps them to cope with everyday life.
	· It takes a lot of time.

· It is bad for your eyes.

· You talk with your friends less.

· Computers can make us passive.

· You don’t have to think and your brains become lazy.

· It encourages you to buy unnecessary things.

· It takes away time from sports and reading.

· It makes some people violent.
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